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 Instructor Introductions 
 Conference Announcements 

 
 
 
 
 



 Define Situational Awareness (SA) 
 Identify components  of both SA and a COP 
 Develop awareness of the relationship 

between SA and effective incident 
management and decision making 



 SA/COP overview and incident management 
structures. 

 Information gathering, documentation and 
dissemination. 

 Leading the SA process and managing 
expectations. 
 
 



 Name 
 Agency 
 Role / Position in Emergency Management 
 What you a want to get out of this course 



Unit 1.1 



 



 Standard Operating Procedures / Guidelines 
 Communications Capability 
 Resource Management 
 Organizational Depth 
 Training and Exercise 



 



 “The perception of elements in the 
environment within a volume of time and 
space, the comprehension of their meaning, 
and the projection of their status in the near 
future” (Endsley, 1988) 



 The ability to identify, process, and 
comprehend the critical information about an 
incident – knowing what is going on around 
you – which requires continuous monitoring 
of relevant sources of information regarding 
actual incident  and developing hazards. 
[National Response Framework] 



 A result of comprehensive information 
collection, analysis, and dissemination in a 
context relevant to the authorities and 
responsibilities of a particular organization 
level. [FEMA National Incident Support 
Manual] 



 Perception 
 Gathering or collecting information 

 Comprehension 
 Interpreting information 

 Projection 
 Anticipating future status 



 Who has the best perspective and 
understanding of the situation? 

 How does your proximity to the event affect 
your SA? 

 How are your obtaining your SA? 
 Consider source, how the information is 

communicated, etc. 
 



 Gathering Information 
 Comprehending and Projecting Information 



 In your table group, discuss the following: 
 How are your currently obtaining your situational 

awareness? 
 What challenges do you face in obtaining 

situational awareness? 
 Lessons learned from past events where 

situational awareness (or lack thereof) played a 
crucial role in incident management. 



 



 A continuously updated overview of an 
incident complied throughout an incident’s 
lifecycle from data shared between 
integrated systems for communication, 
information, management, intelligence, and 
information sharing. [NRF Resource Center] 



 A shared situational awareness that offers a 
standard overview of an incident and 
provides information in a manner that 
enables incident leadership and any 
supporting agencies to make effective, 
consistent, coordinated, and timely 
decisions. [FEMA National Incident Support 
Manual] 



 A single set of relevant, usable information 
that is shared across response organizations 
at all levels. 

 A continuously updated overview of an 
incident compiled throughout the incident’s 
lifecycle. 



 Data 
 Information 
 Intelligence 



 Data are the pieces of information that 
amass during an incident from a variety of 
inputs, including: 
 911 calls 
 Weather reports 
 Field communications 
 Citizen information lines 
 News and social media 

 



 Information is created when separate bits of 
data are put together, organized, and verified 
into a picture of what is occurring / evolving. 
 As more data is added, the picture usually 

becomes clearer. 
 Intelligence results from analyzing the 

information, and adding findings, 
conclusions, and recommendations for 
action.  



 Is the information relevant and timely? 
 Is the development of action plans necessary? 
 Does the information help in maintaining SA? 
 There will be different interpretations of 

details 
 Multiple tools may be used 



Local SA 

State SA 

Scene SA 

COP 

Federal SA 
• SA and COP are 

dependent on 
each other 

• Sharing your SA 
via COP helps 
others achieve SA 

• If the event is not 
continuously 
monitored, SA 
will decrease 
 
 
 
 

[FEMA L948 Course] 



 SA and COP are dependent on each other. 
 Sharing your SA via a COP helps others 

achieve SA. 
 If the event is not continuously monitored, SA 

will decrease. 
[FEMA, L948 Course] 



 Enhance communication 
 Establish channels for information sharing 
 Coordinates response priorities 
 Improves Resource Management 

 



Situational Awareness 

Managing SA to develop a COP 
through information 

management and relationships 
(data, information, intelligence) 

What are the sources of SA? 

Who Receives COP ? 

Evaluation process consideration 
1. Organizational structure 
2. Data filtering process 
3. Developing an informational 

picture 
4. Pushing out a picture 
5. Continued SA monitoring 
6. Defining a planning process for 

SA and COP 
Situational 
Awareness 

Common  
Operating 

Picture 

Common Operating Picture 



Unit 1.2 



 Command 
 Establishment and transfer of command 
 Unity of, Chain of, and Unified 

 Standardization 
 Common terminology 

 Organizational Structure and Control 
 Span of control, modular organization 
 Management by objectives with IAP 

 



 The Planning Section has responsibility for 
coordinating key components of SA and COP 
 Documentation 
 Situation status 
 Future planning 

 All ICS sections and positions contribute to 
overall SA and COP 
 As SA inputs decrease, so does SA output 



 Agencies may develop a Multi-Agency 
Coordination System (MACS) to define how 
they will work together efficiently. 

 Coordinates activities above the field level 
and prioritizes incident demands for critical 
or competing resources. 
 Personnel, procedures, protocols, business 

practices and communications 
 EOC coordination and support activities 
 



 An Emergency Operations Center (EOC) is a 
physical location at which the coordination of 
information and resources to support 
incident management [on-scene operations] 
takes place 

 EOC’s integrate information from multiple 
sources or incidents to establish a COP and 
provide SA for coordination efforts 



Session 1- Welcome and Orientation  34 

 
 

 



 Answer the following questions individually, 
and then discuss with your group. 
 What relationships and incident management 

structures does my organization rely upon for SA 
and COP? 
 What existing lines of communication and 

information management facilitate the sharing of 
SA and COP? 
 



Unit 2 



 Organizations should establish an 
information collection methodology or 
strategy before an incident occurs. 
 Determining how you will collect information is 

more difficult if you wait until an incident occurs. 
 Collaboration and relationship-building with 

response partners is an important part of 
establishing your collection methodology. 



 It is important to define essential elements 
of information (EEI) that identify: 
 Impacted area and population affected 
 Factors inhibiting incident stabilization 
 Human factors (in both response and recovery) 
 Magnitude of the incident and impact on: 
▪ Maintaining services 
▪ Protecting citizens, infrastructure, and the environment 



 EM Constellation is the primary incident 
management platform used by the Florida 
SERT to determine resource needs and 
document response actions. 

 The current EEI tool requires SERT 
Operations to configure incident periods for 
collection of elements from counties. 







 Live Demo: 
https://seoc.floridadisaster.org/emcx 
 

https://seoc.floridadisaster.org/emcx�


 County operational periods do not always follow 
the same operational periods of the SERT. 

 Use of operational periods to compartment EEI 
caused duplication of effort and de-amplified 
county messaging. 
 All fields had to be entered each period, If county 

information changed since last update. 
 Submission of information decreased as incident 

evolved –particularly where counties were 
transitioning to the recovery process. 



 Develop a baseline of information to allow 
comparison to new information throughout 
the incident lifecycle 

 Determine what types of information are 
sensitive / need to know vs. open sharing 

 Define how data and information will be 
provided and exchanged 
 Both formal and informal lines of communication 

 Define for process for determining credibility 
of information.  Ground truth; trust but verify.  



 Incident Commander / Policy Group are 
ultimately responsible for ensuring adequacy 
of information. 
 Extends to other levels of the response 

organizational structure. 
 Extends to other agencies/jurisdictions in an 

MACS. 
 Enhanced by strong relationships before an 

incident. 



 Incident information can come from many 
sources, including: 
 Incident command 
 Governmental entities 
 Non-governmental organizations 
 Private sector response partners 
 Citizen reports 
 News media 
 Social media and internet sources 



 Information sources that support initial and 
ongoing situational awareness: 
 Emergency Operations Centers 
 Public Safety Answering Points / Dispatch Centers 
 Warning Points / Watch Centers 
 Fusion Centers 
 Geographic information and mapping systems 
 Open intelligence sources 
 CCTV and converged voice/data networks 
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 Technology enables an improved ability to 
collect, analyze, communicate, and consume 
information 

 Technology products and outputs must 
match the workflow and incident rhythm of 
the users and provide the right information in 
the right place in the right format 



Technology must be: 
Reliable 
▪Consistently available 

Cost Effective 
▪ Efficient and can reduce staff level of effort 



 Technology must be: 
 Familiar 
▪ Users must know how to use it before the 

incident 

 Informative 
▪ Provide some tangible value-added capability 

 Trusted 
▪ Provide accurate information 



Technology not meeting these 
criteria will either be considered a 
luxury or a distraction 

  These technologies will not be 
primary sources of support to 
decision making and are likely 
irrelevant 



 The following tools support information 
collection and sharing: 
 Internet 
 Conventional Databases 
 GIS and GPS 
Models 
 Sensor Networks 
 Portable Data Collectors 
 Imaging 



 Internet 
 Provides dynamic information access and a 

platform for distributing data, models, and 
tools as services 

 Conventional databases 
 Collect, analyze, and outputs reports, 

dashboard, and charts for consumption 
▪ MS SQL Server, Oracle, MySQL 



 Geographic Information Systems (GIS) 
 Provides visualization of data and 

integrates with other geospatial data 
providing greater context  

 Models 
 Create simulated outputs to inform 

planning or early response 
▪ HAZUS, Aloha 



 Global Positioning System (GPS) 
 Provides means to attach data collected in 

the field to a spatial framework for inclusion 
in GIS – a “GIS data collector” 

 Sensor Networks 
 Collect continuous information at known 

locations to feed and validate models and 
provide site specific information 



 Portable Data Collectors 
 Provide the means for collecting data once 

and rapidly sharing it with databases for 
integration with other information systems 
▪ Bar codes, Radio Frequency Identification (RFID) 

 Imaging 
 Provides visual evidence of situation and 

can provide a static and objective picture 



 Standard: 
 Common technical parameters must allow 

for integration of data collected by different 
locations and organizations 
▪ Example: Data from thousands of weather 

stations must adhere to standards to allow for 
its inclusion in standard weather models 

▪ Example: Initial damage assessments from the 
counties 



 Contain details relating to the naming, 
content, structure, format, and 
metadata of data to exchanged 
Allow for the efficient exchange and 

integration of data and information  
 

INTEROPERABILITY!!! 



 Homeland Security Information 
Network 

 DHS OneView 
 DHS Earth 
 Automated Critical Assessment 

Management System 
 Situational Awareness Viewer for 

Emergency Response and Recovery 



64 Florida Division of Emergency Management 

Richard Butgereit 
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EM Constellation 
• EM Constellation is the web-based information 

management software platform adopted by the 
State of Florida for emergency management.  
 

• The platform allows the State Emergency 
Response Team composed of county, state, 
federal, volunteer, and mutual aid entities to use 
the same operating environment when responding 
to and recovering from an emergency.  



EM Constellation 
• Requests for assistance may be made through the 

platform, these requests approved and tasked as missions, 
and tracked throughout their life cycle.  
 

• Information messages like situation reports, press 
releases, and incident action plans may also be shared 
through the platform.  
 

• Having this information all in one place allows for effective 
response to and recovery from emergencies while 
documenting events for reimbursement and after-action-
reporting. 



EM Constellation 
EM Constellation is available at https://seoc.floridadisaster.org/emc 
EMCx, or EMC for EXercises, is available at https://seoc.floridadisaster.org/emcx  
 

http://seoc.floridadisaster.org/emc�
https://seoc.floridadisaster.org/emcx�










• Missions – from the dashboard for an event, you may click 
Info to view or create Missions for that event. 
 

• Missions are requests for resources initiated to support the 
event being managed. 
 

• Missions are requested (by counties or ESFs), “assigned” 
to branches; and then “tasked” (usually to ESFs) 





• Info – from the dashboard for an event, you may click Info 
to view Information Messages for that event. 
 

• Information messages include –  
• situation reports 
• press releases 
• incident action plans 
• protective actions 
• maps 
• weather updates & many more 

 





• Essential Elements of Information - provides forms for 
collecting information from county-level emergency 
management on critical preparedness and response status 
factors 
 

• EEI elements include – 
o county EOC activation level 
o local state of emergency declared 
o shelters, evacuation orders, power outages, water supply 
o communications, road closures, and more… 









• GATOR – from anywhere in EMC, you may click 
GATOR to open GATOR, or the Geospatial 
Assessment Tool for Operations and Response 
 

• GATOR is the flagship common operation 
picture/situational awareness, web-based map 
viewer for the FDEM and the SERT.  



Open Access 
 

Secured Access 
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GATOR 

GATORx 

SERT GATOR 

SERT GATORx 

http://map.floridadisaster.org/gator   

http://map.floridadisaster.org/gatorx    

access through EM 
Constellation 

access through 
EMCx 

http://map.floridadisaster.org/gator�
http://map.floridadisaster.org/gatorx�


https://apps.floridadisaster.org/SWO  
 

 
• FIRE / SEARCH & RESCUE 
• LAW ENFORCEMENT  
• INCIDENTS / SUSPICIOUS ACTIVITY 
• NATURAL HAZARDS 
• POPULATION PROTECTIVE ACTIONS 
• TECHNICAL HAZARDS 
• ENVIRONMENTAL CONCENRS 
• TRANSPORTATION  
• INCIDENTS 
• UTILITIES / INFRASTRUCTURE 
• MILITARY EVENTS 

 

SWO Incident Tracker 

https://apps.floridadisaster.org/SWO�


• SERT RECON Report application  

RECON Reports 

- Existing application for 
the SERT RECON Team 
- Built primarily for 
hurricanes and floods 
- Teams trained in use, 
reports triaged by RECON 
liaisons 
- For this response, used 
to track reports of tar 
balls, recoverable product, 
shoreline and boom 
conditions  



RECON Reports 





Getting Missions on the Map 
 























SERT Information Resources 
EM Constellation –  

Mission/Request Tracking 
Incident Tracker – 
Incident Tracking 

Daily Activations 

GATOR –  
Visualization Tool 

511 – traffic/road closures 

FHP – traffic/road closures 

RECON –  
Reconnaissance Tool 

Burn Authorizations/ 
State Wildfires 

Federal Wildfires 

Exists 
Doesn’t Exist 

SERMN –  
Resources/ 

Logistics E-Plan – 
HazMat Inventory 

911/Dispatch 

Social Media 

FDLE Suspicious 
Activity Reporting 

DHS Critical 
Infrastructure 

Natural Hazards 

Field Ops 

National Shelter 
System 

SERT Secured 
LE Secured 

Notification 

Connections 

FDEP Storm Tracker 

FDOH Emergency 
Status System 



 Information Sources Activity 
 Work directly with others from your organization, or 

select one organization collectively among your table 
group. 

 A specific hazard need not be identified. 
 List only the data sources your organization has 

access to. 
 For each source, identify: 
▪ Data Source 
▪ Method of Obtaining 
▪ Documentation method 
▪ Method of sharing / audience 

 



Unit 2.3 



 Paints a picture 
 Tells a story 
 Guides the response 
 Produces knowledge to: 
 Develop a course of action 
 Recommend solutions 



• Situation Reports 
• Flash Reports 
• Battle Rhythm 
• Room Reservations 
• After Action Reports 
• Message Flow during a System Shutdown 



 Date, Time, and SitRep Number 
 Operational Period 
 Current Situation 
 Meteorology Overview 
 Consequences 
 County Actions 
 SERT Branch Actions 
 Other SERT Actions 
 Live example via 

https://seoc.floridadisaster.org/emc #344 

https://seoc.floridadisaster.org/emc�




 Written standards, processes, and guidelines 
support data collection, analysis, validation, 
and dissemination. 
 “Cues” to follow during an event. 
 



 Achieving standards requires appropriate 
staffing in key positions: 
 Knowledgeable and experienced individuals 
 Proper training and resources 
 Adequate staffing levels 

 Training and development of staff should 
focus on rapid recognition of patterns, 
trends, and consequences 



 Individuals must maintain individual SA for 
their duties and in support of their team 

 Team or shared SA is necessary when groups 
of individuals: 
 Share operational goals and objectives 
 Have unique or specific roles or functions to 

perform 
 Relies upon each other for successful task 

coordination and completion 



 Team goals and objectives cannot be met if 
individual members lack adequate SA – or the 
tools to use it. 

 Active process 
 Communication 
 Coordination 
 Cooperation 

 Not all information must be exchanged – 
focus on what is common and shared. 



 After developing your SA and COP processes, 
it’s important to establish a feedback 
mechanism and performance measures for 
the process. 

 Example: State Watch Office Incident Tracker 
notification survey: 
 Asks respondents to rate the incident report’s 

timeliness, accuracy, and relevance. 
 Provides fields for additional feedback and 

context if applicable. 



Unit 2.4 



 Live Demonstration 



State of Florida 
Initial Response 

Incident Occurs 
or a Threat is 

Present 

Responsible agency 
notifies: 

SWO 

Operations Officer opens an incident report and 
notifies appropriate ESF’s and Response Partners. 



 Incidents vs. Events 
 Notifications vs. Reports & Briefings 





Portions of this course and it’s activities have 
been adopted from FEMA L948 – Situation 
Awareness and Common Operating Picture.   



 Independent Study course in development 
 E948 – Intermediate SA/COP & 
 E143 Advanced SA/COP 
 September 22-25 2014 
 The FEMA Form 119-25-1 must be submitted to 

NETC Admissions by August 22, 2014 for the 
September offering. 

 Capstone Paper 



 Please give us feedback on this course using 
the blue evaluation forms in your conference 
folio. 



Richard Butgereit, GISP 
GIS Administrator 

Florida Division of Emergency Management 
850-413-9907 

Richard.Butgereit@em.myflorida.com 
 

Brian Misner, CEM 
Senior State Watch Officer 

Florida Division of Emergency Management 
850-413-9914 

Brian.Misner@em.myflorida.com 
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